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Chapter 1. Overview

Section 1.1. All Business Corporation d/b/a US Express Money Order

All Business Corporation is a Georgia corporation licensed by the Georgia Department of Banking and Finance for the sale of checks. The company manages its operations and agent network from a single office to provide check sales under Georgia license #9026. The company operates as a money services business as defined under the federal Bank Secrecy Act and has properly registered with the Financial Crimes Enforcement Network (FinCEN). 
The FinCEN registration with the Department of Treasury should be renewed every 2 years and must maintain a list of agents that is updated annually. The company’s next registration for FinCEN will be done on December 2019. The agent list should be prepared by the due date of the initial registration form. 

The company acts as a principal for the sale of checks that operates through an agent network.  Each agent of the company is also a money services business and must comply with specific provisions of the Bank Secrecy Act pertaining to agents.  Note that an agent may also be operating as a principal for other activities which would require it to implement additional policies, procedures and controls than identified herein.

Section 1.2. Purpose of this Guide

The purpose of this document is to ensure that its anti-money laundering program is effective and reasonably designed to prevent the company from being used to facilitate money laundering and terrorist financing, the company must first perform a documented risk assessment as a prelude to development and/or maintenance of its BSA/AML Program.  The risk assessment should then be periodically reviewed and updated, as necessary, e.g. when new financial products/services are added.
The company’s policies and procedures must be based on its assessment of the relevant risks, including those presented by the nature and frequency of the various types of services offered, the various methods of verifying a customer’s identity, and the company’s size, location, and customer base.
Section 1.3. Not legal advice; additional information

This manual contains legal and compliance information concerning the Bank Secrecy Act but is not intended to be legal advice.  For legal advice, including interpretation and application of any law, you should consult with an attorney.  Additional information on anti-money laundering compliance requirements for money services businesses can be found on the FinCEN website for MSBs (www.MSB.gov), within the Bank Secrecy Act at 31 CFR 103 et seq, and within the filing instructions for applicable forms.

Section 1.4. Basic Requirements

US Express is a money services business (MSB) and must implement a written, risk-based compliance program based on the “5 Pillars” as defined by FinCEN, along with appropriate record-keeping procedures. The “5 Pillars” require MSBs to:

1. Adopt a written Bank Secrecy Act (BSA) / Anti-Money Laundering (AML) Compliance Program tailored to their money services activities.

2. Designate a Compliance Officer responsible for managing the compliance program.

3. Train all employees, management, and the sole owner (President) at least annually.

4. Conduct an appropriate documented independent review (typically annually) to ensure the program is effective and operating as intended.

5. Establish and implement Customer Due Diligence (CDD) procedures.

Record-keeping requirements include monetary instrument logs, currency transaction reports (CTRs), and suspicious activity reports (SARs).

All employees are expected to accurately follow the policies and procedures outlined.
Section 1.5. Adoption of Compliance Program

By completing the Certification on this page, US Express is formally adopting the materials in this manual as part of its Bank Secrecy Act / Anti-Money Laundering Compliance Program.  US Express should further tailor and supplement its compliance program with specific procedures of the business as well as with additional information provided by regulators, licensed MSBs, or other professionals, such as its attorney or accountant as deemed necessary.

The adoption of this program is simply one step US Express Money Order will take to ensure that it maintains an effective BSA/AML program.  Additional measures include employee training on this program, the designation of a Compliance Officer, and an independent review of the quality of this program.

Certification of Adoption

of Compliance Program

I, _______UIHYUN GU________________________, (name) on behalf of _____All Business Corporation___________ (name of business) certify that this entity has adopted an anti-money laundering compliance program, which includes the policies and procedures contained in the US Express Money Order Bank Secrecy Act / Anti-Money Laundering Compliance Manual.  Furthermore, US Express will comply with all the reporting and recordkeeping requirements imposed by the Bank Secrecy Act, the USA PATRIOT Act and any other applicable anti-money laundering laws or regulations.

Date:  ___02/15/2025__________________________
Name: _____UIHYUN GU_________________________
 Title: __Compliance Officer_____________________

Company: ___All Business Corp_____________________
Section 1.6  Designation of a Compliance Officer

The Bank Secrecy Act requires each money services business to provide education and/or training of appropriate personnel concerning their responsibilities under the MSB’s written BSA/AML Compliance Program.US Express agrees to formally designate a competent individual to serve as its Compliance Officer.  The person may be an employee of US Express who is in a position of responsibility capable of implementing an effective Anti-Money Laundering compliance program.

The Compliance Officer’s duties will include:  ensuring appropriate training of all staff, board members, and executives involved in MSB activities each year and documenting such training; proper recordkeeping and reporting as mandated by the Bank Secrecy Act; updating the Compliance Program as necessary due to changes in laws or regulations; maintaining compliance with licensing laws and OFAC requirements, periodic updates to the Board of Directors and executive officers covering the status of the MSB’s BSA/AML Compliance Program and any changes or clarification to the BSA regulations with reporting documents, having proper training in possible attendance at industry conferences such as MSBGA association or from consultants, and ensuring adherence to any related compliance laws and regulations.  The Compliance Officer will also see that a periodic independent review is conducted on the quality of the compliance program and is documented.

Designation of Bank Secrecy Act / Anti-Money Laundering

Compliance Officer

______UIHYUN GU___________________ (name of person) is hereby designated as the BSA/AML Compliance Officer for ________All Business Corporation___________________ (name of business).  The Compliance Officer, as well as senior management, is responsible for ensuring the ongoing compliance of US Express Money Order with all state and federal anti-money laundering laws, and for ensuring that all employees are trained on BSA/AML requirements before conducting any Money Services Business (MSB) activity.

 Date:  ___02/15/2025____________________

Name: __UIHYUN GU_______________________
Title: _____Compliance Officer____________

Company: ____All Business Corporation_________
Section 1.7 Employee Training

One of the “5 Pillars” of an effective compliance program is employee training.  The Bank Secrecy Act requires that each employee involved in provision of money services be provided with appropriate training each year. Training must include helping employees to recognize reportable transactions and to detect potentially suspicious transaction activity.   This training must be documented to prove that it occurred.

At a minimum, training should include having employees review all the information in this Manual and sign a copy of the Acknowledgment form to be retained in their personnel file or the business’s BSA/AML files.

**The date on the acknowledgment form must be updated to reflect the most recent training session completed by the employee.**
Acknowledgment of Employee Training
I have read the materials in this Manual and have been trained and understand the Bank Secrecy Act / Anti-Money Laundering Compliance Program requirements.  In addition, prior to conducting any Money Services Business (MSB) transactions for this entity, I have been instructed on the BSA reporting and recordkeeping requirements, including the reporting of suspicious activity on the SAR-MSB form.

Employee’s Name:  ____UIHYUN GU_____________

Employee’s Signature: _____UIHYUN GU_____________

Date: __02/15/2025
Chapter 2. BSA / AML Program

Section 2.1. Policy Statement

By adopting the policies contained within this BSA / AML Compliance Program, US Express Money Order seeks to comply with applicable laws and regulations and acknowledges the serious purposes involved.

It is the policy of the company to comply with all anti-money laundering laws and regulations and to guard against the use of the company’s products and services for money laundering or other illegal activities. Compliance is the responsibility of each Team Member, as directed by the sole owner (President), implemented by the Bank Secrecy Act Officer, and is part of each Team Member’s job responsibilities.

Money services businesses may unknowingly be used to launder money derived from criminal activity. The intention behind these transactions is to hide ownership of funds and associated activities from the government. Our company will make every effort to resist being associated with money laundering or any other criminal activity.

Any Director, officer, or employee who knowingly and willfully launders money, or attempts or assists in laundering money, is subject to substantial fines, imprisonment, or both. In accordance with the Bank Secrecy Act (BSA), any Director, officer, or employee who willfully structures a transaction, or attempts or assists in structuring a transaction, to avoid currency reporting requirements is subject to substantial fines, imprisonment, or both.

Our company’s Directors, officers, and employees are prohibited from engaging in money laundering and/or transaction structuring. All Directors, officers, and employees are required to immediately report all attempts to launder money, structure transactions, or any suspicious activities.

Furthermore, failure to comply with the Company’s BSA/AML policies and procedures may result in disciplinary actions, including verbal or written warnings, suspension, and up to termination of employment or contract.

Each Team Member is required to adhere strictly to the policies outlined in this compliance program.

Section 2.2. Introduction

The Financial Recordkeeping and Reporting of Currency and Foreign Transactions Act of 1970 (31 U.S.C 5311 et seq.) is referred to as The Bank Secrecy Act (BSA).  The Bank Secrecy Act imposes a duty on financial institutions, which includes this business as an MSB, to identify and report potential money-laundering activities, terrorist financing, illegal activities, and certain other suspicious transactions conducted by or through the business, and to make and retain certain records regarding customers, transactions and accounts.  

Currency Transaction Reports (CTRs) and Suspicious Activity Reports (SARs) are the primary means used by financial institutions to satisfy the requirements of the BSA.  The BSA also requires records be maintained sufficient to enable transactions and activity in customer accounts to be reconstructed if necessary; such records are very useful in any subsequent criminal, tax or regulatory investigations or proceedings.

The BSA was originally intended to aid in the investigation of criminal investigations, e.g. income tax evasion and money laundering.  Several acts and regulations have been added over the years to expand and strengthen the scope and enforcement of the BSA, implement more stringent anti-money laundering (AML) measures, and counter terrorism.  Such acts include:

· Money Laundering Control Act of 1986

· Anti-Drug Abuse Act of 1988

· Annuzio-Wylie Anti-Money Laundering Act of 1992

· Money Laundering Suppression Act of 1994

· Money Laundering and Financial Crimes Strategy Act of 1998

· The USA PATRIOT Act (Uniting and Strengthening America by Providing Appropriate Tools Required to Intercept and Obstruct Terrorism Act)

These acts place responsibilities upon the business such as: 

· Performing specific Customer Identification Procedures and Office of Foreign Assets Control (OFAC) list checks prior to completing transactions; 

· Identifying customers and evaluating the risk of performing transactions for them; 

· Being alert for suspicious, unusual or unexpected activity, investigating such activity and filing SAR-MSBs with the United States Department of the Treasury’s Financial Crimes Enforcement Network (FinCEN) when appropriate.

· Filing reports of large currency transactions (CTRs) with the Internal Revenue Service (IRS).

All financial institutions subject to these regulations are required to implement and closely adhere to written BSA/AML policies and procedures approved by their Board of Directors.
Section 2.3. Compliance Officer Responsibilities and Reporting
US Express Money Order designates a Compliance Officer responsible for managing and overseeing the Bank Secrecy Act (BSA) / Anti-Money Laundering (AML) Compliance Program. The Compliance Officer ensures adherence to applicable laws, regulations, and internal policies.

To maintain effective oversight, the Compliance Officer shall provide regular reports to the Company’s President on key compliance activities. These reports will include, but are not limited to:

· Summaries of Suspicious Activity Reports (SARs) filed

· Currency Transaction Reports (CTRs) submitted

· Significant regulatory developments

· Compliance program updates and issues requiring attention

Such reporting ensures that the President is fully informed about the effectiveness of the compliance program and any areas needing corrective action.

All employees are expected to cooperate fully with the Compliance Officer and promptly provide any information necessary to support compliance efforts.

Section 2.4. Written Compliance Program

The Bank Secrecy Act requires every money services business to establish a written risk-based anti-money-laundering program reasonably designed to prevent the business from being used to facilitate criminal activity; this compliance document has been written to meet that requirement.  US Express Money Order is at low risk due to the transaction limits and controls imposed on it for sale of money orders.

Part 2.4.1. Bank Account Management and Fund Segregation Controls
Purpose and Roles of Bank Accounts

The Company maintains multiple bank accounts, each with a specific purpose to ensure proper segregation of customer funds and operational expenses as follows:

· Customer Funds Account (ending xxxx5288):

This account receives ACH deposits representing sales proceeds of money orders from various agents who sell on behalf of the Company.

· Refund Payment Account (ending xxxx5856):

This account is used exclusively to issue refund checks to customers who request refunds for unused money orders.

· Operating Expense Account (ending xxxx5304):

All company operating expenses such as rent, payroll, and office supplies are paid from this account.

· Blue Money Order Clearing Account (ending xxxx4396):

This account clears funds when customers use blue money orders and the recipient deposits the funds.

· Green Money Order Clearing Account (ending xxxx5320):

This account clears funds when customers use green money orders and the recipient deposits the funds.

· DBA US Express Money Order Accounts:

These are dedicated accounts used for transactions related to the DBA business line. Detailed operational procedures and roles of these accounts are maintained separately.

Controls to Ensure Segregation of Customer Funds

· Customer funds must be segregated at all times and should not be used for the Company’s operational expenses.

· Transfers from the Customer Funds Account (ending xxxx5288) to the Refund Payment Account (ending xxxx5856) or Operating Expense Account (ending xxxx5304) should be supported by appropriate internal controls, which generally include:

· Prior review and approval by the Compliance Officer, where practicable

· Clear documentation or recording of the transfer purpose

· Owner’s (sole decision-maker) authorization or acknowledgment

· The level of formal documentation and approval may vary depending on the circumstances, but all transfers are subject to oversight to ensure proper use of customer funds.

Reconciliation and Escalation Procedures

· All bank accounts are reconciled daily by the Finance Team or designated personnel.

· Any discrepancies, unexpected balances, or missing funds are escalated immediately to the Compliance Officer.

· Issues are documented in a reconciliation log and resolved in coordination with the Owner.

Summary of Bank Accounts

	BANK
	ACC#
	ACCOUNT NAME
	PURPOSE

	BANC FIRST
	4396
	ALL BUSINESS CORP
	Receives ACH deposits from money order agents

	FIRST IC BANK
	6293
	Blue Money Order
	Receives ACH deposits from blue money order agents

	FIRST IC BANK
	5288
	Customer Funds Account
	Receives ACH deposits from green money order agents

	FIRST IC BANK
	5320
	Green Money Order Clearing
	Clears deposits from used green money orders

	FIRST IC BANK
	5304
	Operating Expense Account
	Pays company operating expenses

	FIRST IC BANK
	5856
	Refund Payment Account
	Issues refund checks to customers for unused money orders

	FIRST IC BANK
	5312
	Payroll / Tax Account
	Pays payroll and tax obligations

	-
	-
	DBA US Express Money Orders
	Used for DBA-related transactions; managed separately


Governance Structure

The Company does not have a formal Board of Directors. All decisions regarding the use and transfer of funds are made solely by the Owner. The Compliance Officer is responsible for oversight and ensuring adherence to these controls.
Section 2.5. BSA / AML Training

The Bank Secrecy Act requires each money services business to provide education and/or training of appropriate personnel concerning their responsibilities under the MSB’s written BSA/AML Compliance Program.  Training must include helping employees to recognize reportable transactions and to detect potentially suspicious transaction activity.

The BSA/AML Compliance Officer is responsible for ensuring that each employee receives training appropriate to their role and responsibility within the business.  The compliance officer will ensure that employee training is documented in order to maintain affirmative proof that the training requirement of the Bank Secrecy Act is being met for this business.  All Board members, executives and staff must receive annual training.

The Anti-Money Laundering training program of the Company consists of the following components: 

1. Periodic updates to the Board of Directors and executive officers covering the status of the MSB’s BSA/AML Compliance Program and any changes or clarification to the BSA regulations.  The compliance officer reports to the Board at least annually with such reporting documented to the Board minutes.
2. BSA Officer training to ensure the BSA Officer is trained and able to perform appropriately.  BSA Officer may largely self train via reading MSB related compliance materials, may obtain training via attendance at industry conferences such as MSBGA Association, and may obtain training from consultants.

3. Training provided to new employees of the Company shortly after hire as appropriate to their roles and responsibilities.  This will be done via reading the company’s compliance program and discussions with the compliance officer.

4. Training provided to all employees annually, as directed by the compliance officer.

Section 2.6. Procedures for Responding to Law Enforcement Requests
US Express Money Order is committed to cooperating with lawful requests from law enforcement agencies while ensuring the reasonable protection of consumer privacy within the confines of applicable laws.

The company shall establish and maintain written procedures to respond promptly and appropriately to subpoenas, summons, and informal requests from law enforcement and regulatory agencies.

These procedures include:

· Verifying the legitimacy and scope of the request before disclosing any information;

· Ensuring that disclosures are limited to what is legally required and appropriate;

· Protecting customer privacy by disclosing only necessary information within legal boundaries;

· Documenting all requests received and the company’s responses;

· Training employees on recognizing and properly handling law enforcement inquiries.
Failure to comply with these procedures may result in disciplinary action and could expose the company to legal risks.
Section 2.7. Know Your Employee (KYE) Practices
US Express Money Order recognizes the importance of Know Your Employee (KYE) practices to ensure the integrity and compliance of all personnel involved in its operations.

The company shall implement policies and procedures to:

· Verify the identity and background of employees prior to hiring;

· Conduct ongoing monitoring of employees to ensure compliance with company policies, legal requirements, and ethical standards;

· Provide regular training to employees on BSA/AML, sanctions, and ethical conduct;

· Establish clear expectations regarding employee behavior, including adherence to all applicable laws and company policies;

· Require employees to promptly report any suspicious or non-compliant behavior observed within the organization.

The sole owner (President) is responsible for overseeing the implementation and enforcement of KYE practices to maintain a compliant and trustworthy workforce.

Failure to comply with these practices may result in disciplinary action, up to and including termination.

Section 2.8. Program Continuity and Change Management
US Express Money Order recognizes the importance of maintaining continuity in its BSA/AML compliance program despite changes in management, employee composition, or organizational structure.

The company shall establish provisions and procedures to:

• Ensure seamless transition and ongoing operation of the compliance program during changes in management or key personnel;

• Maintain comprehensive documentation of compliance policies, procedures, and program updates accessible to relevant staff;

• Train new management and employees promptly on compliance responsibilities and program requirements;

• Review and update the compliance program as necessary to reflect organizational changes;

• Designate a responsible party, typically the sole owner (President), to oversee program continuity and ensure compliance obligations are met during transitions.

In the event that the AML/CFT and Sanctions Compliance Officer is temporarily or permanently unavailable, the Company shall assign interim responsibility to Claire Lee, the Office Manager, until a permanent appointment is made.

This ensures that compliance oversight continues without interruption. The designee will have access to relevant systems and training, and the appointment will be documented and approved by the Sole Member, John Kim.

These measures help ensure that compliance risks are managed effectively and that regulatory obligations continue to be fulfilled without interruption.

Failure to maintain program continuity may expose the company to compliance risks and regulatory penalties.
Section 2.9. 314(b) Information Sharing Program Participation
US Express Money Order has elected to participate in the voluntary information sharing program under Section 314(b) of the USA PATRIOT Act. This program allows financial institutions to share information with one another regarding individuals or entities that may be involved in money laundering or terrorist financing, in order to better detect and prevent such activities.

Participation in the 314(b) program has been approved by the Company’s Sole Member (President), and US Express has registered with FinCEN in accordance with applicable requirements.

The Company’s participation in this program includes:

· Filing the appropriate notification with FinCEN indicating participation;

· Sharing information only with other registered 314(b) participants;

· Documenting all 314(b) requests and responses, including the legal basis and justification for the exchange;

· Training employees on appropriate use, confidentiality, and limits of the 314(b) program.

Participation in the 314(b) program is voluntary but provides safe harbor protection under the law, provided that the Company complies with applicable legal and procedural requirements. Any misuse of shared information or failure to follow procedures may result in regulatory consequences.

Section 2.10. Procedures for Regulatory Examinations and Employee Conduct
US Express Money Order is committed to full cooperation with all applicable federal and state regulatory agencies. The company shall maintain procedures to prepare for, manage, and respond to regulatory examinations and information requests in a manner that is timely, transparent, and compliant with legal obligations.

The following principles shall apply during any examination or regulatory interaction:

· Employees must respond to all inquiries with honesty, accuracy, and integrity;

· The Compliance Officer is the primary point of contact for all examiners and regulatory bodies;

· The Company shall maintain organized and updated records to facilitate efficient responses;

· All regulatory correspondence, requests, and responses shall be documented and retained appropriately;

· Any material findings or issues identified during the examination will be promptly reviewed and addressed by management.

Failure to cooperate honestly or transparently with regulators may lead to disciplinary action and may expose the Company to regulatory penalties.

Section 2.11. Reporting to the President
US Express Money Order recognizes the importance of timely and accurate reporting of key compliance information to the President. The Compliance Officer shall provide regular updates to the President regarding compliance activities, including:

· Suspicious Activity Reports (SARs) filed;

· Currency Transaction Reports (CTRs) submitted;

· Findings from independent reviews;

· Any material compliance issues or regulatory matters.

These updates will be provided on a periodic basis, or as needed, to ensure the President is fully informed to make appropriate decisions regarding the company’s compliance program.
Section 2.12. Annual Review of Risk Assessment and Compliance Program
US Express Money Order conducts a formal annual review of its enterprise-wide Risk Assessment and BSA/AML Compliance Program to ensure they remain current, risk-based, and aligned with applicable regulatory expectations and business operations.

The Compliance Officer shall oversee this review, which includes:

· Assessing risks related to money laundering, terrorist financing, sanctions, and other relevant compliance areas;

· Evaluating the effectiveness of internal controls and procedures in mitigating those risks;

· Determining whether amendments to the program are warranted based on the review’s findings.

All reviews and any resulting changes will be appropriately documented and retained, and key conclusions will be shared with the President to support oversight and informed decision-making.

This process allows the Company to remain responsive to emerging risks and regulatory developments, while maintaining the flexibility to update the program as necessary.

Chapter 3. Money Laundering and Terrorist Financing

The Bank Secrecy Act is intended to safeguard the U.S. financial system and the financial institutions that make up that system from the abuses of financial crime, including money laundering, terrorist financing, and other illicit financial transactions.  Money laundering and terrorist financing are financial crimes with potentially devastating social and financial effects.  Criminal proceeds have the power to corrupt and ultimately destabilize communities or entire economies.  Terrorist networks can facilitate their activities if they have financial means and access to the financial system.  In both money laundering and terrorist financing, criminals can exploit loopholes or other weaknesses in the legitimate financial system to launder criminal proceeds, otherwise support terrorism, and, ultimately, hide the actual purpose of their activity.

It is critical that the Company’s BSA/AML Compliance Program be sound and assist in the prevention of these types of activities.

Section 3.1. Money Laundering

Money laundering is the criminal practice of processing ill-gotten gains, or “dirty” money, through a series of transactions; in this way the funds are “cleaned” so that they appear to be proceeds from legal activities.  Money laundering generally does not involve currency at every stage of the laundering process.  Although money laundering is a diverse and often complex process, it basically involves three independent steps that can occur simultaneously:

· Placement

The first and most vulnerable stage of laundering money is placement.  The goal is to introduce the unlawful proceeds into the financial system without attracting the attention of financial institutions or law enforcement.  Placement techniques include structuring currency deposits in amounts to evade reporting requirements or commingling currency deposits of legal and illegal enterprises.  An example may include:  dividing large amounts of currency into less-conspicuous smaller sums that are deposited directly into a bank account, depositing a refund check from a canceled vacation package or insurance policy, or purchasing a series of monetary instruments (e.g., cashier’s checks or money orders) that are then collected and deposited into accounts at another location or financial institution.

· Layering

The second stage of the money laundering process is layering; this is the process of separating the proceeds of illegal activities from their origins using layers of financial transactions.  This process involves moving funds around the financial system, often in a complex series of transactions to create confusion and complicate the paper trail.  Examples of layering include exchanging monetary instruments for larger or smaller amounts, or wiring or transferring funds to and through numerous accounts in one or more financial institutions.

· Integration

The goal of the money laundering process is integration.  Once the funds are in the financial system and insulated through the layering stage, the integration stage is used to create the appearance of legality through additional transactions.  These transactions further shield the criminal from a recorded connection to the funds by providing a plausible explanation for the source of the funds.  Examples include the purchase and resale of real estate; investment securities; foreign trusts; sham loans or forged or false import/export documents; or other assets.

Section 3.2. Terrorist Financing

The motivation behind terrorist financing is ideological as opposed to profit-seeking, which is generally the motivation for most crimes associated with money laundering.  Terrorism is intended to intimidate a population or to compel a government or an international organization to do or abstain from doing any specific act through the threat of violence.  An effective financial infrastructure is critical to terrorist operations.  Terrorist groups develop sources of funding that are relatively mobile to ensure that funds can be used to obtain material and other logistical items needed to commit terrorist acts.  Thus, money laundering is often a vital component of terrorist financing.

Terrorist generally finance their activities through both unlawful and legitimate sources.  Legitimate sources may include the improper use of charitable or relief funds, foreign government sponsors, business ownership, and personal employment.  These legitimate funding sources are a key difference between terrorist financiers and traditional criminal organizations.

Although the motivation differs between traditional money launderers and terrorist financiers, the actual methods used to fund terrorist operations can be the same as or similar to those methods used by other criminals that launder funds.  
Section 3.3. Suspicious Transactions and Conduct

Agents are effectively managed.  The company has processes in place for agent application, review and acceptance, disciplinary action for non-performance, and termination.  Agents are typically restricted to selling money orders at maximum value of $300 (45%); a small percentage of merchants have been permitted to sell money orders at a maximum per instrument value of $400 (1%) or $500 (43%).  At any given time roughly 10% of agents are temporarily suspended from service; this may be due to machine malfunction, ACH return, or disciplinary action.  

Agent terminals are coded to require automated communication back to the company’s servers four (4) times daily.  If an agent terminal has not communicated back to the office within 48 hours it automatically goes into an error mode preventing the sale of any additional money orders until it has communicated with the main office.  Effective system reporting shows terminals/agents that have not been in communication.  On occasions where check information has not yet been uploaded to the company’s servers and the check is clearing the bank (e.g. agent phone line problems or terminal malfunction), payment is flagged for approval or timely rejection because the company uses the positive pay service.  The images of such items are reviewed and data compared against company records (e.g. stock type, sequence number) in order for a decision to be made to accept or return the item.  Average float on money orders is approximately 7 days.

The company contractually requires that its agents not sell more than $2,000 to a single person within a 24-hour period.  This restriction is to minimize risk and prevent the need for monetary instrument log recordkeeping by agents.  Each time a box of money order stock is sent to an agent, the agent is reminded of company policy to restrict sales to $2,000 and less per person.  The company uses system reporting to look for sales that might violate this policy based on date/time stamp information.

Section 3.4. Monitoring for Suspicious Activity

All employees are responsible for identifying potentially suspicious activity and referring it to the BSA Officer. A list of high risk agents that have multiple warning notices, continuous block sales or involved in structuring are monitored by having bi weekly discussion on whether to terminate or report for SARs. The BSA Officer will file for SARs from www.MSB.gov and complete it to their best ability.  The company also monitors agents that have multiple returns when debiting from their accounts. In the process of correcting errors through the FirstIC Bank, the transactions  and money order images are observed and an agent is monitored if there are any altered money orders, agents depositing to own account, block sales or structuring and selling more than $2,000 to a single customer. 
Chapter 4. Purchases of Monetary Instruments

Section 4.1. Background

In an effort to avoid detection of their activities, money launderers began circumventing the CTR reporting requirements by obtaining negotiable instruments such as cashier’s and official checks, money orders and traveler’s check in amounts under the CTR reporting threshold from multiple financial institutions.  This method of laundering cash became known as “smurfing” and the launderers were nicknamed “smurfs”.

Congress enacted the Anti-Drug Abuse Act of 1988 to address the growth of this money laundering technique.  One provision of this act mandated that the Treasury Department prescribe regulations prohibiting banks from issuing or selling cashier’s checks, bank checks and drafts, money orders and traveler’s checks in amounts of $3,000 to $10,000 inclusive in currency unless the financial institution verified and recorded the identity of each purchaser.

The BSA regulations were amended in 1990 to require financial institutions to maintain chronological logs for the recording of information pertaining to the sale of negotiable instruments for cash in amounts of $3,000 to $10,000 inclusive.

Section 4.2. Monetary Instruments sold by US Express Money Order 

It is the policy of US Express Money Order that Agents may not sell $2,000.00 or more per day to any one person.  

It is the policy of US Express Money Order that Agents may sell instruments with a maximum value of either $300, $400 or $500 as determined appropriate by US Express Money Order.

These limits been imposed to help mitigate the risk of US Express Money Order and its money orders from being used to facilitate money laundering or terrorist financing.  The maximum daily sale limit to an individual has also been imposed below the $3,000 reporting threshold so that if an Agent violates the contract and this policy and sells more than the limit ($2,000), the likelihood of exceeding the Bank Secrecy Act reporting threshold without obtaining proper documentation at the time of the transaction is minimized. 

US Express Money Order also sets daily sales limits for each agent based on its discretion.

Section 4.3. Responsibility for Completion of Monetary Instrument Log

Financial institutions are required to maintain records regarding the sale of checks, drafts, cashier’s checks, money orders, and traveler’s checks to individuals who purchase these instruments with currency in amounts between $3,000 and $10,000.  

US Express Money Order has elected to set transaction limits at lower dollar thresholds.  If an authorized agent meet the terms of its contracts and does not sell money orders on any given day to one person in excess of $2,000.00 then there is no need to maintain or complete a monetary instrument log.

In order to meet the requirement for those times when an Agent may mistakenly exceed the transaction limit, US Express Money Order has developed an internal form, Form-2000.  This form serves to remind the agent of the $2,000 limit and requires completion of information required for monetary instrument log reporting to the extent possible.  (Some information may not be obtained as the customer will have left – unless the agent willfully violated the contract terms.)  

Agents are required to complete and maintain copies of the form and to send a copy of the form into US Express’ office for review.  Excessive breaches of the contractual limit may result in disciplinary action including potential termination of the agent relationship.

Section 4.4. Forwarding and Retention of Form-2000 forms/ Monetary Instrument Log (MIL)
Each agent will forward a copy of any completed Form-2000s and Monetary Instrument Log (MIL) to US Express Money Order promptly and maintain a copy with their records.  These forms must be retained for 5 years to ensure compliance with record keeping requirements.
Section 4.5. Receipt Issuance Policy
Purpose

To comply with applicable regulatory requirements, the Company mandates that all Agents provide Money Order purchasers with a Purchaser’s Copy that serves as an appropriate receipt.

Policy

· The Money Order itself consists of two parts serving as a receipt: the left side is the Purchaser’s Copy (receipt function), and the right side is the main body of the Money Order.

· Agents must provide the entire Money Order to the customer, who is instructed to detach and keep the Purchaser’s Copy along the perforated line.

· The Purchaser’s Copy acts as the official receipt for the customer to use when requesting refunds or other services.

· The terms and conditions attached to the Money Order clearly state that customers must retain the Purchaser’s Copy.

· The Company regularly reviews and updates the receipt function and related instructional language on the Money Order to reflect changes in regulatory requirements.

· The AML/CFT and Sanctions Compliance Officer is responsible for ensuring that the Purchaser’s Copy functionality and guidance remain up to date and for communicating any changes to all Agents.

· Guidance regarding the Purchaser’s Copy receipt is provided to Agents at appropriate times and continuously reinforced through ongoing compliance training and communications.

Chapter 5. Customer Identification Program (CIP) 
The US Patriot Act requires various financial institutions to implement a customer identification program to verify the identities of persons with whom it does business.  CIP (Customer Identification Program) standards require that certain minimum information be obtained prior to establishing a customer account relationship; the institution is to verify through documentary and non-documentary means that a person is who he/she claims to be or that an entity exists and the person representing it has authority. 

Money Services Businesses are not currently required to have a CIP program.  This is in recognition of the fact that MSBs do not have “customers” in the same sense that other financial institutions have “customers”; there is no ongoing “account” relationship and no “account” is being opened and maintained as defined in the regulations and pertaining to institutions having federal financial regulators.

However, it is clearly important and prudent for an MSB to know with whom it is conducting business.  In order to prevent loss, comply with state requirements, comply with the requirements of principal MSBs for whom the business is selling money orders or initiating/receiving wire transfers, a money services business should, and often must, implement CIP as part of its compliance regimen.  Obtaining documentation to verify the true identity of each customer is a necessary step in protecting the business from loss and liability.

It is prudent and appropriate for money services businesses to:

· Implement a written risk-based customer identification program;

· Maintain records, including customer information and methods, used to verify customers’ identities

Prior to initiating a money transfer or, if a computer system is used to maintain a database of customer members, an MSB is advised to compare the names of customers against government lists of known or suspected terrorists or terrorist organizations, i.e. perform an OFAC check.   
Section 5.1. Identity Verification Procedures


US Express Money Order must develop risk-based procedures for verifying the identity of each agent to the extent reasonable and practicable.  The procedures must enable the business to form a reasonable belief that the business knows the true identity of each agent. The procedures must be based on the MSB’s assessment of the relevant risks, including those presented by the various types of services provided, the various types of identifying information available, and the MSB’s size, location, and agent base.  

Part 5.1.1. Verification Through Documents

The business may use the following documents to verify identity of the agent:

· For an individual, an un-expired government-issued identification evidencing nationality or residence and bearing a photograph or similar safeguard, such as a driver’s license, identification card, military ID card, passport, valid Alien Registration card, and valid Employment Authorization card.

The business should establish procedures to address the following situations:

· An individual is unable to present an unexpired government-issued identification document that bears a photograph or similar safeguard;

· The business is unfamiliar with the documents presented;
Part 5.1.2. Lack of Verification

The CIP regulation requires the business to establish procedures to respond to circumstances in which the business cannot form a reasonable belief that it knows the true identity of a customer. 

These procedures should describe:

· When the business should not complete a transaction; and 
· When the business should file a Suspicious Activity Report in accordance with applicable laws and regulations.

Section 5.2. US Express Money Order Procedures

The policy of US Express Money Order is that agents will not sell $2,000.00 or more to any single person on any single day.  It is not necessary for agents to confirm the true identity of each customer because the dollar amount of transactions are being kept below reporting thresholds.

Chapter 6. Office of Foreign Assets Control List (OFAC)

Section 6.1. Background

The U.S. Treasury Department’s Office of Foreign Asset Controls (“OFAC”) issues regulations pursuant to a series of laws that authorize economic sanctions against hostile targets.  These targets include countries deemed to be hostile to the interests of the United States (“target countries”) and those individuals and entities listed on the Treasury Department’s Specially Designated Nationals and Blocked Persons list.  Financial institutions, including the business, are prohibited from engaging in any transaction, in violation of the OFAC regulations, involving target countries or individuals or entities listed on the Specially Designated Nationals and Blocked Persons list.   

Section 6.2. Policy

To prevent any potential risk of OFAC violations and related penalties from the sale of monetary instruments, the company conducts annual OFAC screenings for all employees and agents.

Handling and Documentation of Potential OFAC Matches

If a potential match with the OFAC list is identified, US Express Money Order will immediately suspend the transaction and report the matter to the Compliance Officer. The Compliance Officer will promptly investigate to determine whether the match is a true hit or a false positive.

All actions taken during the investigation—including details of the screening, findings, and any communications with OFAC or legal counsel—will be documented and retained in accordance with BSA recordkeeping requirements.

If the match is confirmed to be true, the company will comply with OFAC blocking or rejection requirements and fulfill any mandatory reporting obligations as required by law. Additionally, any monetary instrument agent found to be in violation of OFAC regulations will be subject to immediate termination.
Chapter 7. Currency Transaction Reports (CTRs) 

Section 7.1. Background

For each deposit, withdrawal, exchange of currency, or other payment or transfer by, through, or to the business that involves a transaction(s) in currency that exceeds $10,000 (i.e., $10,000.01), The business must file a CTR (FinCEN Form 104) with the IRS within 15 calendar days of the date of the transaction(s) if filed manually and within 25 days of the date of the transaction(s) if filed electronically.  

Multiple currency transactions are treated as a single transaction if the business has knowledge that such transactions are conducted by or on behalf of any one person and result in either cash in or cash out totaling more than $10,000 during one business day.  

Company personnel are strictly prohibited from assisting or advising a customer about structuring transactions so as to avoid CTR reporting.  Structuring is specifically prohibited by law and may result in the business, as well as the business employee, being subjected to monetary fines and even criminal prosecution and immediate termination.  

Examples of “structuring” include a customer dividing transactions between multiple financial services providers, multiple locations of a single financial services provider or multiple Tellers or Cashiers of a provider, or conducting transactions on different banking days, to avoid CTR reporting requirements.  

Section 7.2. US Express Money Order Policies

It is the policy of US Express Money Order that agents may not permit the sale of $2,000 or more to any one person on any one day.  As such, there should not be any transaction requiring the filing of a Currency Transaction Report.

In the event that an Agent violates the contract and completes a transaction for more than $10,000.00 thereby requiring the filing of a CTR, the BSA Officer will retrieve a copy of the Form-2000 and prepare and file a CTR.  Furthermore, disciplinary action will occur on the agent and be documented which may include termination of the Agent contract.

Section 7.3. Responsibility for Completion of CTRs

In the unlikely event that a CTR is required, US Express Money Order’s BSA Officer will be responsible for completing the CTR form and reporting the transaction in a timely manner.

Civil and criminal penalties can be assessed against US Express Money Order AND against its Agents and their employees for failure to file a report, to supply information, or for filing a false or fraudulent report.  

Chapter 8. Suspicious Activity Reporting 

Section 8.1. Categories of Reportable Activity

The company’s compliance officer is required to file a SAR with FinCEN (the United States Department of Treasury’s Financial Crimes Enforcement Network) describing actual or suspected criminal activity.  

The SAR requirements contain three categories of suspicious transactions:

1. Funds or Assets Involving an Illegal Activity

The company believes or has reason to suspect that a transaction or series of transactions:

· Involves funds derived from illegal activity; or, 

· Is intended or conducted in such as manner as to attempt to hide or disguise the fact that the funds or assets involved are derived from an illegal activity, including the ownership, nature, source or control of the funds or assets; or,

· Is intended to evade legal reporting requirements, such as tax reporting or BSA reporting.

Illegal Activity (definition):  For SAR purposes, this does not extend to all illegal activity but only to known or suspected violation of federal law or related to money laundering activity or a violation of the BSA.

2. Evading Bank Secrecy Act Regulations

The company believes or has reason to suspect that a transaction or series of transactions is designed to evade ANY provision of the Bank Secrecy Act.

3. Transaction with NO Business or Apparent Lawful Purpose

The company is expected to have an effective “know your customer” policy in place and be capable of identifying those transactions or series of transactions that:

· Have no apparent business purpose;

· Have no apparent lawful purpose; or,

· Are not the type of transactions in which the customer would normally be expected to engage.

Section 8.2. Thresholds of Reportable Activity

Any transaction conducted or attempted by, at, or through a money services business involving or aggregating funds or other assets of at least $2,000 must be reported as suspicious when the money services business knows, suspects, or has reason to suspect that:

5. The transaction involves funds derived from illegal activity or is intended or conducted to hide or disguise funds or assets derived from illegal activity (including, without limitation, the nature, source, location, ownership or control of such funds or assets) as part of a plan to violate or evade any Federal law or regulation or to avoid any transaction reporting requirement under Federal law or regulation;

6. The transaction is designed, whether through structuring or other means, to evade any regulations promulgated under the Bank Secrecy Act; or 

7. The transaction has no business or apparent lawful purpose and the money services business knows of no reasonable explanation for the transaction after examining the available facts, including the background and possible purpose of the transaction.

To the extent that the identification of transactions required to be reported is derived from a review of clearance records or other similar records of money orders or traveler’s checks that have been sold or processed, an issuer of money orders or traveler’s checks shall only be required to report a transaction or a pattern of transactions that involves or aggregates funds or other assets of at least $5,000.

Institutions MAY also report other suspicious transaction activity regardless of the dollar amount pertaining to potential unlawful activity and potential violation of the Bank Secrecy Act.

Agent employees are expected to report ALL suspicious transaction activities to the agent’s BSA Officer regardless of dollar amount.  The Agent should promptly report suspicious reportable activity to US Express Money Order’s BSA Officer.
Section 8.3. The SAR Procedure

The basic procedure for a SAR Referral, subsequent evaluation, and filing is as follows:

· The person making the SAR Referral will describe the suspect transaction in as much detail as possible to the agent’s BSA Officer.  The person will gather and provide to the agent’s BSA Officer copies of all supporting documentation relating to the transaction.  

· The company’s compliance officer or employee will review the transaction(s) and customer information to confirm it is complete and to request any additional information that might be available regarding the transaction and individual(s) involved in the transaction.  
· There will be a committee meeting held biweekly for discussion on high risk agents or warning/SAR logs not filed to determine whether it is appropriate for the compliance officer to file a SAR.
Section 8.4. Safe Harbor

The business, including its officers, directors, employees or agents are prohibited from informing any person involved in the suspicious transaction that a SAR is, will be, or has been filed.  The information of a SAR filing is confidential and specific information should not be disclosed or discussed with anyone except on a need to know basis.

The unauthorized disclosure of SARs is a violation of federal criminal law; employees sharing information of SAR filings inappropriately may potentially subject themselves and the business to civil and criminal penalties. If the SAR regulations and filing instructions are followed, the institution and its employees will be fully protected by the "safe harbor" provisions of federal law.
Chapter 9. BSA / AML Independent Review

Section 9.1.
Annual Independent Review of BSA / AML Program
All money services businesses must have procedures in place that are reasonably designed to assure and monitor compliance with the requirements of the BSA reporting and record keeping regulations.  These procedures must be in writing, approved by the Board of Directors and be noted in the minutes.  The BSA / AML Compliance Program document of which this section is a part has been written in compliance with this requirement.  

Additionally, each MSB must perform an independent review of its BSA/AML compliance program periodically to ensure that the program is effective. Compliance specialists will visit annually to evaluate and assist all the company’s MSB rules and regulations. A written report will be submitted to the Board which summarizes the scope and findings of this review, the auditor’s recommendations, and the steps that company’s management has committed to take to address any deficiencies, weaknesses or recommendations. The BSA Officer is responsible for promptly addressing any compliance deficiencies, documenting the corrective actions taken, and reporting to the Board that corrective actions have been taken.
The independent review will be documented, any findings will be reported to the Board of Directors and appropriate corrective action will be taken and documented as necessary.
Chapter 10. BSA Records Retention

MSBs must retain the following records for a minimum of five years:

· FinCEN registration, agent lists and supporting documentation

· FinCEN Registration is done every two years. 

· Agent files

· Sales of money orders or traveler’s checks if they are to the same customer in a single day for an amount of $3,000 to $10,000, inclusive

· Information used to verify and record customer identification

· Record transaction information, including the amount, date of sale and serial number(s) for each instrument

· Copies of CTRs filed

· Copies of SARs filed along with supporting documentation

Section 10.1. US Express Money Order Agent Procedures

The BSA Officer, or designee, will ensure that the records listed above are retained for 5 years. 

Section 10.2. Escheatment Policy and Procedures
US Express Money Order recognizes the importance of complying with escheatment laws and regulations related to unclaimed or dormant funds. Specifically, unclaimed funds in this context refer to money orders sold to customers that remain unused and expire six months after issuance, with no refund requested.

The company shall establish and maintain policies and procedures to identify and report escheatment obligations to the appropriate state authorities in accordance with applicable laws.

These policies include:

· Regularly reviewing expired money orders that have not been refunded or redeemed after the six-month expiration period.

· Reporting unclaimed funds to the relevant state authorities as required.

· Maintaining documentation of all escheatment activities and communications.

The Compliance Officer is responsible for overseeing the escheatment process and ensuring that all activities comply with legal requirements and company policies.

This approach ensures that US Express Money Order minimizes regulatory risk and fulfills its fiduciary responsibilities regarding unclaimed funds.
Chapter 11. Consumer Complaint Handling
Section 11.1. Consumer Complaint Handling Procedures
US Express Money Order is committed to promptly and effectively addressing all consumer complaints to maintain customer trust and comply with regulatory expectations.

The company shall establish procedures to:

· Log and document all consumer complaints accurately and timely.

· Investigate and respond to complaints promptly, aiming for fair resolution.

· Maintain records of complaint investigations and resolutions.

· Regularly report summary complaint activity and trends to the President to support oversight and continuous improvement.

The Compliance Officer will oversee the complaint handling process to ensure adherence to these procedures and regulatory requirements.
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